
Mary's Email Scam 

Mary is at work.  
She checks her email. 
She reads this email: 

 

 

From: HelpDesk@loyainc.com
Sent: Tuesday, April 13, 2022 8:40 AM 

To: MaryLosa@loyainc.com

Subject: URGENT: Change your password 

Our company was hacked. Please 
change your passwords immediately. 
Click on the link below: 

https://loyainc.com/passwordchange

 

Hover your mouse over the email address. 
You will see a blue bar at the bottom of 
your screen with the email link.  

mailtokramsey@biz5224.com

If the email addresses are different, this is 
a FAKE email. Delete the email. 

 

Hover your mouse over the link. You will 
see a blue bar at the bottom of your 
screen with the link.  

https://loyain.com/passwordchange 

If the links are different, this is a FAKE 
email. Delete the email. 

Should Mary click on the link?  
Why or why not?   
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